Quantum Tags for the Authentication of Classical Public Messages

Abstract — In this work we have investigated how quantum resources can improve the security of a protocol for the authentication of classical messages, introduced by Brassard in 1983. In that protocol, the shared key is the seed of a pseudo-random number generator (PNG) and a hash function is used to create the authentication tag of a public message. We have started by showing that the quantum encoding of secret bits offers more security than the classical XOR function introduced by Brassard. Furthermore, we have established the conditions a general PNG must satisfy for our quantum-enhanced protocol to yield information-theoretical security. Altogether, our proposal represents a twofold improvement: first it offers proven information-theoretical security under some assumptions on the PNG; secondly, these assumptions are weaker than the requirements for the PNG in Brassard’s protocol. Additionally, our proposal is also more practical in the sense that it requires a shorter key than the classical scheme by using the pseudorandom bits to choose the tag’s hash function.
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I. THE PROBLEM

THE authentication of public m essages is a funda mental problem nowadays for b ipartite an d network communications. The scenario is the following: Alice sends a (classical) message to Bob through a public channel, together with a private authentication tag. The tag will allow Bob to verify if the message he received via the public channel has been tampered with or if it is in deed the authentic message, originally sent by Alice. A third character, Eve, wants to sabotage the scheme by intercepting Alice’s message and sending her own message to Bob, together with a false tag which will convince Bob he is receiving the authentic message. (See general scheme in Fig. 1.) For instance, one could imagine that Alice sends her bank account number, to which Bob will transfer some money, and Eve wants to interfere in the communication in such a way that Bob will receive her bank account number believing it is Alice’s one, thus giving his money to Eve.

II. THE CLASSICAL SOLUTIONS

In 1983, G. Brassard proposed a computationally secure scheme of classical authentication tags based on the sharing of two short secret keys, shared between Alice and Bob [1]. One key is used as a seed of a pseudo-random number generator (PNG) and the other key is used to select a hash function out of a large set. The authentication tag is then given by the XOR of the hash of the message with the pseudo-random bits generated by the PNG. Brassard’s scheme is itself an improvement of the Wegman-Carter protocol [2]. The latter protocol offers perfect (informational-theoretical) security using one new hash function for each new message, but this means that the key size grows proportionally to the number of messages and Alice and Bob will need to share a long list of indices to select the same hash function each time. Brassard’s scheme yields a much more practical protocol, where the requirements on the seed length grow relatively to the number of messages and Alice and Bob will need to share a long list of indices to select the same hash function each time. However, it is still much more practical than the Wegman-Carter proposal.

III. QUANTUM AUTHENTICATION

In this work, we extend Brassard’s protocol to include quantum authentication tags, which we prove can offer, under certain conditions, in formation-theoretical security fo r th e
authentication of classical messages. Our main idea is to replace Brassard’s XOR operation by a quantum coder (QC). We also show that it is not necessary to have a separate key for the choice of the hash function, as this can be done by the sequence of pseudo-random bits generated by the PNG. Our proposal for a quantum authentication protocol is presented in Fig. 2.

Our protocol works in the following way. Alice uses the QC to encode the bits of the hash of a message in one of two mutually-unbiased bases [3]:

\[
B_0 = \{|0\rangle, |1\rangle\} \\
B_1 = \{|+\rangle = \frac{1}{\sqrt{2}} (|0\rangle + |1\rangle), |-\rangle = \frac{1}{\sqrt{2}} (|0\rangle - |1\rangle)\}
\]

according to the following public rule, depending on the value of each pseudo-random bit \(x\):

- If \(x = 0\) and \(h(m) = 0\), \(|\psi\rangle = |0\rangle\)
- If \(x = 0\) and \(h(m) = 1\), \(|\psi\rangle = |1\rangle\)
- If \(x = 1\) and \(h(m) = 0\), \(|\psi\rangle = |+\rangle\)
- If \(x = 1\) and \(h(m) = 1\), \(|\psi\rangle = |-\rangle\)

This quantum tag is then sent to Bob through a quantum (noiseless) channel. Finally, Bob chooses to measure this tag in basis \(B_i\) according to the pseudo-random bit \(x\) and should then obtain exactly \(h(m)\).

The use of quantum bits for the authentication tags hides more information and thus protects the pseudo-random number generator much better from Eve’s attacks. In fact, we were able to prove the following theorem, for the case of blocks of size \(k\) [4]:

**Theorem 1**

Given a PNG with a seed of length \(n\), let \(p\) be the probability distribution of a pseudo-random block of bits, with length \(k\), and \(q\) be the uniform probability distribution.

Let \(\rho_t\) be the density matrix describing the state of the quantum tag obtained from the PNG and \(\sigma_t\) the density matrix of the quantum tag in the case we had a purely-random number generator, associated respectively to \(p\) and \(q\).

Let also \(D\) be the trace distance and \(S\) the von Neumann entropy.

Finally, let \(f(k,n)\) and \(g(n)\) positive functions such that:

- \(\lim_{n \to \infty} g(n) = +\infty\)
- \(\lim_{n \to \infty} g(n) f(g(n), n) = 0\).

Then, if \(D(p,q) \leq f(k,n)\) and \(k \leq g(n)\) we have: \(\lim_{n \to \infty} |S(\rho_t) - S(\sigma_t)| = 0\).

This important result establishes the conditions under which the PNG will yield pseudo-random quantum tags that are indistinguishable from purely-random quantum tags. From it we can conclude:

**Theorem 2**

If the PNG satisfies the conditions of Theorem 1, then the key \(X\) in the quantum authentication protocol presented in Fig. 2 is perfectly secure for blocks up to length \(k\).

This establishes the conditions on the PNG for our quantum authentication protocol to offer perfect security for blocks of length \(k\), which can be a very large number. And if the PNG is such that \(k\) is above the function \(g\) satisfies \(g(n) < 2^n\), then our protocol offers information-theoretical security without any limitations. To find such a PNG remains an open question, but in any case we have estndlished a quantum protocol for the authentication of public classical messages which requires only one short key shared between Alice and Bob and which can offer perfect security under the right conditions, defined precisely in Theorem 1.
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